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the Attacker at least half the time A Global Survey of cybersecurity Decision-Makers reveals the Reality of Corporate Cybersecurity...
What about French Companies?

According to Mandiant, 98% of French Decision Makers believe that Cyber Decisions are made without Knowledge of the Attacker at
least half the time A Global Survey of cybersecurity Decision-Makers reveals the Reality of Corporate Cybersecurity... What about
French Companies?

Mandiant Inc. today unveils the French Results of its Global Perspectives on Threat Intelligence Report which provides New Insight
into how French Companies are navigating an Increasingly Complex Threat Landscape The Reputation is based on a Global Survey
of 1,350 Cybersecurity Decision Makers in 13 Countries and 18 Business Sectors including Financial Services, Healthcare and
Administration.

- The French face new challenges

Despite the General Belief that it is Important to understand the Hackers who might target their Organization, 79% of Respondents
said their Organizations make the Majority of Cybersecurity Decisions Without Knowing the Attacker who is targeting them.

In France, almost all (98%) of Respondents believe that the Decisions made in Terms of Security within their Organization are made at
least Half the Time without Knowing the Threat Actors who could target them. Moreover, 69% of French Decision-Makers say they are
concerned “that their Organization is missing out on Real Threats/Incidents due to the Amount of Alerts and Data it is confronted with.

Although the Report found that almost all (98%) of French People were satisfied with the Quality of Threat Intelligence used by their
Organization, they said that the Effective Application of this Intelligence across the Organization of Security was one of their Biggest
Challenges (55%). Additionally, almost all (94%) of Respondents said they need to be Faster in Implementing Changes to their
Cybersecurity Strategy based on Available Threat Intelligence.

- The French Underestimate the Threat

According to the Survey, 61% of French Cybersecurity Decision-Makers believe that Senior Management Teams still underestimate
the Cyberthreat facing their Organization, while more than Two-Thirds (67%) agree that their Organization needs to improve its
Understanding of the Cybersecurity Threat Landscape.

However, despite these Concerns, French Security Decision-Makers remain Optimistic about the Effectiveness of their Cyber
Defenses. When asked about the Confidence they have in preparing their Business to defend against Different Cybersecurity Events,
French Respondents feel most Confident in fighting Financially Motivated Threats, such as Ransomware (89%), followed by those
carried out by a Hacktivist Actor (90%) and a State Actor (83%).

In Addition, just over Half of Respondents in France (55%) believe they can prove to their Management Team that their Organization
has a Very Effective Cybersecurity Program. But according to the Study, 40% of French Decision-Makers believe that their
Organization does not have a Sufficient Budget to keep abreast of the Latest Threats.

e

- About Mandiant

Inc. Mandiant is a Recognized Leader in Dynamic Cyber Defense, Threat Intelligence and Incident Response Services. Leveraging



Decades of Frontline Experience, Mandiant helps Organizations confirm their Ability to defend against and respond to Cyber Threats.
Mandiant is now Part of Google Cloud.

- About Google Cloud:

Google Cloud accelerates the Digital Transformation Capability of all Organizations with Enterprise-Grade Solutions that leverage
Innovative Google Technologies, across one of the most Environmentally-Efficient Clouds. In more than 200 Countries and Territories,
Organizations trust Google Cloud to support their Growth and solve their most Critical Business Problems.

- Through an Event (June 28, 2023) , Mandiant aimed to open and facilitate Dialogue about Cybersecurity and the Most Effective
Programs to prevent Threats.

* An Overview of the Threat Landscape .

The Evolution of Mandiant Six Months after its Acquisition by Google Cloud

* Answers to all Questions about Artificial Intelligence and Security

* David Grout, Mandiant's Chief Technology Officer, EMEA, was answering to all Questions.

Source: Event organized by Mandiant on June 28, 2023 @ Péniche Gustave - Port de Suffren in Paris.
Complete Report "Global Perspectives on Threat Intelligence" https://www.mandiant.com/global-perspectives-on-threat-intelligence
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